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ABSTRACT: 

Technology and its implication we carry forward has its meaning in its surrounding, If we 

consider the system of networking world which we really basic model has its own significance in 

the global world of Information Technology. In a networking of peer-to-peer system, the 

malicious activity is the major and the crucial one where we have taken the consideration of the 

trustworthiness of the interacting networking system, if we take the distributed parallel system 

which comes as an alternative to the existing peer-to –peer system. In this paper we look forward 

to the best of the trustworthiness by implementing the peer-to-peer based acknowledgement with 

the cryptography based security which makes the trust management of the system in the context 

of accuracy of data flow in terms of quality and throughput which we call as the efficiency. The 

Cloning mitigation is the one which is prevented by the proximity of the behavior of the 

acknowledgement which is high end cryptography based on the standardized protocol. In the era 

of the Information Technology world, w here Internet plays the important role in mentioning the 

whole world as the global village. In that aspect Communication medium is the back bone of the 

system. In the medium of the peer network where data flows form a source if hub through the 

routing protocol mechanism is the most important. In this paper, we try to put forward the 

concept of the Cryptographic key management for the managing the secure data transmission. 

Extending the support of the protocol where the encryption and decryption methodology plays to 

give the transmission. The key fact behind this paper is try give the extension to the classical 

mechanism where the optimization is not up to the mark of satisfaction. Here we consider the 

each and every node and its associated hub to attach to the parent node which we maintain the 

security sand optimization in the map reduced programming. 
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I.INTRODUCTION 

Early developments in peer-peer   networks 

were motivated by military applications, 

which have the highest security 

requirements among the various applications 

of Peer-peer networks. Military sensing 

networks are designed to detect and gain as 

much information as possible about enemy 

movements, explosions, and other 

phenomena. Typically, peer nodes are 

integrated with military command, control, 

communications, computing, intelligence, 

surveillance, reconnaissance and targeting 

systems. Examples of military peer network 

applications include battlefield surveillance, 

guidance systems for intelligent missiles, 

detection of attacks by weapons of mass 

destruction such as nuclear, biological, or 

chemical weapons and other monitoring 

applications. 

A centralized architecture is the 

easiest to implement since the notification 

service consists of a single component 

performing all relevant tasks. This 

component is typically referred to as a 

broker or a server. However, centralized 

solutions suffer from well-known 

weaknesses including lack of scalability and 

zero fault-tolerance, and are not considered 

suitable for realizing a large-scale 

publish/subscribe system. In distributed 

settings, content-based overlay networks 

consist of a collection of routers responsible 

for forwarding data towards interested 

subscribers. Content-based routers also 

called brokers; route data based on their 

content and are usually organized in mesh or 

tree-based configurations. The tasks 

performed by the notification service are 

distributed among these routers. This 

approach can achieve scalability as the size 

of the system grows depending on the 

protocols utilized. Peer-to-peer (P2P) 

networks are distributed systems consisting 

of a very large number of computing nodes 

that cooperate for sharing data without any 

centralized control.  

 

 
Fig.1.1 Illustration of the Peer-to-Peer 

Model View 

 

They go beyond the typical client-server 

systems since each peer can play both the 

role of a client and a server. Some of their 

most desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 
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Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. 

 

II.RELATED WORK 

Peer-to-peer (P2P) networks are 

distributed systems consisting of a very 

large number of computing nodes that 

cooperate for sharing data without any 

centralized control. They go beyond the 

typical client-server systems since each peer 

can play both the role of a client and a 

server. Some of their most desirable features 

include robustness, efficient search of data 

items, anonymity, massive scalability and 

fault tolerance. Because of these properties, 

several publish/subscribe systems have been 

implemented over P2P networks. Peer-to-

peer (P2P) networks are distributed systems 

consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. 

 

Fig. 2.1 Structural Flow of related Node 

in peer-peer System 

 They go beyond the typical client-server 

systems since each peer can play both the 

role of a client and a server. Some of their 

most desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. Peer-to-

peer (P2P) networks are distributed systems 

consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. They 

go beyond the typical client-server systems 

since each peer can play both the role of a 

client and a server. Some of their most 

desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. 

III.PROPOSED METHODOLOGY 

Peer-to-peer (P2P) networks are 

distributed systems consisting of a very 

large number of computing nodes that 

cooperate for sharing data without any 

centralized control. They go beyond the 

typical client-server systems since each peer 

can play both the role of a client and a 

server. Some of their most desirable features 
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include robustness, efficient search of data 

items, anonymity, massive scalability and 

fault tolerance. Because of these properties, 

several publish/subscribe systems have been 

implemented over P2P networks. Peer-to-

peer (P2P) networks are distributed systems 

consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. They 

go beyond the typical client-server systems 

since each peer can play both the role of a 

client and a server. Some of their most 

desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. Peer-to-

peer (P2P) networks are distributed systems 

consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. They 

go beyond the typical client-server systems 

since each peer can play both the role of a 

client and a server. Some of their most 

desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. Peer-to-

peer (P2P) networks are distributed systems 

consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. They 

go beyond the typical client-server systems 

since each peer can play both the role of a 

client and a server.  

They go beyond the typical client-server 

systems since each peer can play both the 

role of a client and a server. Some of their 

most desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. Peer-to-

peer (P2P) networks are distributed systems 

consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. 

 

Fig. 3.1 Architectural Model View of the 

Peer-to-Peer XML Node based 

Acknowledgment 

Some of their most desirable features 

include robustness, efficient search of data 

items, anonymity, massive scalability and 

fault tolerance. Because of these properties, 
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several publish/subscribe systems have been 

implemented over P2P networks. Peer-to-

peer (P2P) networks are distributed systems 

consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. They 

go beyond the typical client-server systems 

since each peer can play both the role of a 

client and a server. Some of their most 

desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks 

IV.RESULTS AND DISCUSSION 

Peer-to-peer (P2P) networks are distributed 

systems consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. They 

go beyond the typical client-server systems 

since each peer can play both the role of a 

client and a server. Some of their most 

desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. 

 

Fig. 3.1 1 Comparison of the Link with 

Length Probable 

As a result, publish/subscribe systems have 

emerged in recent years as a promising 

paradigm. In this paper, we described an 

XML-based publish/subscribe system As a 

result, publish/subscribe systems have 

emerged in recent years as a promising 

paradigm. 

V.CONCLUSION AND FUTURE 

WORK 

Peer-to-peer (P2P) networks are distributed 

systems consisting of a very large number of 

computing nodes that cooperate for sharing 

data without any centralized control. They 

go beyond the typical client-server systems 

since each peer can play both the role of a 

client and a server. Some of their most 

desirable features include robustness, 

efficient search of data items, anonymity, 

massive scalability and fault tolerance. 

Because of these properties, several 

publish/subscribe systems have been 

implemented over P2P networks. As a 
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result, publish/subscribe systems have 

emerged in recent years as a promising 

paradigm. 
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